Practical test
1. Describe how you would scan php.testsparker.com. Give your own name for the scan name. Perform the task using Basic scanning. Answer the following questions
· Target IP address
· Target ports
· Choose a vulnerability of your choice and gather as much information as possible about it (Include a description of the problem, possible solutions, additional resources about the vulnerability)
Generate a pdf of the scan results, including all vulnerabilities and related information. Create a separate document to answer the questions.
2. Perform a scan from the following ip address: bwapp.hakhub.net. Give your own name for the scan name. Perform the task with Web application scan. Also test the http password based login (automatic authentication) method in the credential where the username is "bee" and the password is "bug". 
Answer the following questions
a. [bookmark: _GoBack]What operating system is used to run the server? Try to find within the report or explain if you cannot find it.
b. What open ports does the device under test have?
c. Choose any vulnerability and gather as much information as possible about it (include a description of the problem, possible solutions, additional resources about the vulnerability)
Generate a pdf of the scan results, including all errors and related information. Create a separate document to answer the questions!
